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Trong thế giới kỹ thuật số phức tạp, nhiều doanh nghiệp đã đầu tư vào 
các công nghệ an toàn tiên tiến và các cơ chế khác hỗ trợ cho mục đích 
an toàn thông tin (Information Security – IS), đặc biệt là thông tin kế 
toán, bởi sự gia tăng về độ phức tạp và các loại nguy cơ ngày càng gia 
tăng và biến động không ngừng. Phát triển văn hóa an toàn thông tin 
(Information Security Culture – ISC) được xem là một biện pháp mang 
tính hiệu quả cao. Do đó, nghiên cứu này đã phát triển một mô hình 
cấu trúc gồm các yếu tố của ISC đó là thái độ, nhận thức, năng lực và 
hành vi an toàn thông tin (Information Security Behavior – ISB). Dữ liệu 
thu thập từ 181 nhân viên đang đảm nhiệm các công việc liên quan 
đến kế toán và IS được phân tích bằng kỹ thuật PLS chứng minh rằng 
nhận thức và năng lực IS chi phối mạnh đến định hướng hành vi an 
toàn thông tin (Behavior Intention – BI) của nhân viên. Các cấu trúc này 
của ISC tạo ra những đóng góp đáng kể đến ISB. Những khám phá này 
đã cung cấp những hiểu biết mới về các yếu tố của ISC, đóng góp cho 
các nhà quản trị các hàm ý nhằm đạt được các mục tiêu IS kế toán. 

Abstract 

In the complex digital world, businesses have invested in advanced 
security technologies and other mechanisms that support information 
security (IS), especially accounting information security, because of the 
increasing ramifications and diversity of threats, which are increasing 
and changing constantly. Building an information security culture (ISC) 
is considered a highly effective approach. Therefore, this study 
developed a structural model including the four dimensions of ISC 
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which are accounting IS attitudes, awareness, competencies, and 
behavior (ISB). Data collected from 181 employees are analyzed by the 
PLS proving that information security awareness and competencies 
strongly impact behavior intention. These structures of the ISC create 
significant contributions to the ISB. The findings provide new insights 
about ISC, providing managers with implications for successful 
accounting information security. 

 

1. Giới thiệu 

Cuộc cách mạng công nghiệp 4.0 với những phát triển vượt bậc về công nghệ thông tin và truyền 
thông (Information and Communication Technologies – ICTs) đã mang lại những thay đổi tích cực 
trong hoạt động kinh doanh và lợi thế cạnh tranh. Song nó cũng tạo ra nhiều thách thức và rủi ro cho 
doanh nghiệp (Taiwo, 2016). Một trong những mối đe doạ nghiêm trọng mang tính toàn cầu mà các 
doanh nghiệp phải đối mặt là vấn đề an toàn thông tin (Information Security – IS) (Bawaneh, 2014). 
Theo Báo cáo kinh doanh an ninh mạng, tội phạm mạng được tin rằng đã gây thiệt hại “hơn 6 nghìn 
tỷ USD vào năm 2021, tăng từ 3 tỷ USD vào năm 2015” (Khando và cộng sự, 2021). Do đó, việc bảo 
đảm IS để thích ứng một cách sáng tạo với những tiến bộ của ICTs đang trở thành một vấn đề ưu tiên 
hàng đầu của các doanh nghiệp (Khando và cộng sự, 2021).  

Với những ưu điểm vượt trội của ICTs, hầu hết các hoạt động kinh tế tại các doanh nghiệp đều sử 
dụng hệ thống thông tin trên máy vi tính. Đặc biệt, ICTs cũng đã ảnh hưởng đáng kể đến lĩnh vực kế 
toán (Al-Fatlawi và cộng sự, 2021). Hệ thống thông tin kế toán (Accounting Information System – 
AIS) trên máy vi tính và các công cụ kế toán quản trị do công nghệ thông tin (CNTT) cung cấp được 
các doanh nghiệp ứng dụng ở các mức độ khác nhau. Tuy nhiên, AIS cũng đang phải đối mặt với 
nhiều nguy cơ bị tấn công và các vấn đề IS (Al-Fatlawi và cộng sự, 2021). Trước bối cảnh này, phần 
lớn các giải pháp kỹ thuật được các doanh nghiệp triển khai dựa vào các công nghệ IS và kiểm soát 
con người trong hệ thống (Ngo và cộng sự, 2005). Tuy nhiên, các cơ chế IS tốt cần giải quyết cả khía 
cạnh kỹ thuật và phi kỹ thuật (Ali và cộng sự, 2021). Do đó, trọng tâm là thiết lập văn hóa an toàn 
thông tin (Information Security Culture – ISC) tại các doanh nghiệp (Zakaria và cộng sự, 2007). 

ISC là một thành phần của văn hoá doanh nghiệp (Uchendu và cộng sự, 2021), nó sẽ phát triển và 
thành công khi có sự tham gia của tất cả nhà quản trị và nhân viên. Nhân viên cần nhận thức được các 
mối đe dọa an toàn tiềm ẩn đối với tổ chức, đặc biệt là các sự cố IS nội bộ (Zakaria và cộng sự, 2007). 
Điều này liên quan đến việc thay đổi hành vi, thái độ, và nhận thức của mọi người để có nhận thức và 
hiểu biết về IS (Khando và cộng sự, 2021).  

ISC là một lĩnh vực nghiên cứu mới nổi và cho đến hiện tại nó được giải thích bằng nhiều lý thuyết 
và nguyên tắc được thiết lập từ nhiều lĩnh vực nghiên cứu khác như lý thuyết hành động hợp lý 
(Theory of Reasoned Action – TRA) (Fishbein & Ajzen, 1975) và mô hình chấp nhận công nghệ 
(Technology Acceptance Model – TAM) (Davis, 1989). Các nghiên cứu hiện hành về ISC đa phần 
được thực hiện ở các nước phát triển (Marks, 2007). Trong khi ở các nước đang phát triển, môi trường 
văn hoá xã hội cùng với việc thiếu nguồn lực và kiến thức đang tạo ra nhiều rào cản lớn trong việc 
thúc đẩy nhận thức về IS nhưng vẫn chưa nhận được nhiều sự quan tâm từ các nhà nghiên cứu (Rezgui 
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& Marks, 2008). Tại Việt Nam, việc vận dụng ICTs vào AIS khá được chú trọng trong thời gian qua. 
Tuy nhiên, vấn đề nghiên cứu về IS trong kế toán vẫn còn rất hạn chế. Do đó, nghiên cứu này tập 
trung vào ISC, một giải pháp quan trọng cho mục tiêu IS kế toán. Những phát hiện của nghiên cứu 
này sẽ giúp nhà quản trị có sự hiểu biết sâu sắc hơn về vai trò của ISC và mối quan hệ giữa các thành 
phần ISC trong AIS. Trên cơ sở đó, doanh nghiệp có thể xây dựng các chiến lược và chính sách nâng 
cao ISC và ISB. 

Phần tiếp theo của bài viết trình bày cơ sở lý thuyết, phương pháp nghiên cứu, kết quả nghiên cứu, 
thảo luận, và hàm ý nghiên cứu. Cuối cùng, các kết luận của nghiên cứu được tổng hợp. 

2. Cơ sở lý thuyết 

2.1.  Văn hoá an toàn thông tin và Hệ thống thông tin kế toán 

2.1.1. Văn hoá an toàn thông tin (Information Security Culture – ISC) 

ISC được hiểu là một văn hóa an toàn và bảo mật thông tin lý tưởng, mọi nhân viên tuân theo các 
hướng dẫn một cách tự nguyện theo cách thức khiến nó trở thành bản chất tự nhiên thứ hai của họ 
(Vroom và von Solms, 2004). Theo Zakaria và cộng sự (2007), ba đặc điểm chung của ISC bao gồm: 
(1) định hình hành vi của nhân viên hướng đến sự quan tâm về an toàn, (2) tạo ra một môi trường an 
toàn trong một tổ chức, và (3) yêu cầu sự tham gia của tất cả nhân viên. ISC được xem là các giả định 
về các ISB được chấp nhận và được khuyến khích đến các nhân viên của tổ chức (Ngo và cộng sự, 
2005). Chất lượng của ISC được xác định bởi niềm tin của tổ chức và bằng cách đánh giá và quản lý 
nguyên tắc tôn trọng sự thật cũng như tính hợp lý trong niềm tin của người dùng cuối và nhà quản trị 
đối với IS của tổ chức (Ruighaver và cộng sự, 2007). 

Từ khía cạnh thực tiễn, ISC là một yếu tố quan trọng để chống lại rủi ro liên quan đến con người. 
Theo da Veiga và cộng sự (2020) tổng hợp, tổ chức hợp tác và phát triển kinh tế (Organisation for 
Economic Co-operation and Development – OECD) đã công bố Hướng dẫn An toàn cho Hệ thống 
Thông tin và Mạng với trọng tâm là xây dựng ISC.  Tương tự, các tác giả da Veiga và cộng sự (2020) 
tổng hợp cũng đề cập rằng Đại hội đồng Liên Hợp Quốc (2003) đã giới thiệu một tài liệu có tiêu đề 
“Tạo ra văn hóa an toàn mạng toàn cầu”. Hiện tại, có nhiều khuôn mẫu về IS như ISO 270001, NIST 
và an toàn2, COBIT3, COSO4 (Whitman & Mattord, 2016); cung cấp các hướng dẫn về chương trình 
giáo dục, đào tạo và nâng cao nhận thức IS (Security Education, Training, and Awareness – SETA) 
và các chính sách, cơ chế IS để giải quyết yếu tố con người. 

Georgiadou và cộng sự (2020) đã tổng hợp và xác nhận ISC có hai cấp độ tổ chức và cá nhân. 
Trong nghiên cứu này, nhóm tác giả quan tâm đến ISC từ các khía cạnh cá nhân gồm “Thái độ”, 
“Hành vi”, “Năng lực”, và “Nhận thức”. Trong đó, khía cạnh “Thái độ” đề cập đến cảm xúc và niềm 

 
1 ISO 27000 là một tiêu chuẩn về hệ thống quản lý an toàn thông tin (Information Security Management Systems – ISMS) 
2 NIST và an toàn bao gồm các mô hình về an toàn thông tin do Viện Tiêu chuẩn và Công nghệ Quốc gia của Hoa Kỳ ban hành 
(National Institute of Standards and Technology – NIST) bao gồm các khuôn mẫu như SP 800-12, Rev. 1, SP 800-18, Rev. 1, SP 800-
30, Rev. 1, SP 800-37, Rev. 2 
3 COBIT là khuôn mẫu về kiểm soát và công nghệ với tiêu đề là mục tiêu kiểm soát đối với công nghệ thông tin (Control Objectives 
for Information Technologies – COBIT) được ban hành bởi Hiệp hội kiểm toán và kiểm soát hệ thống thông tin (Information Systems 
Audit and Control Association – ISACA) có trụ sở chính tại Hoa Kỳ 
4 COSO là Ủy ban các tổ chức tài trợ (Committee of Sponsoring Organizations – COSO) của Hoa Kỳ đã ban hành nhiêu khuôn mẫu 
kiểm soát và quản trị rủi ro như phiên bản kiểm soát nội bộ 1992, kiểm soát nội bộ 2013, quản trị rủi ro doanh nghiệp 2003 
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tin của nhân viên đối với các giao thức và các vấn đề an toàn. Khía cạnh “Hành vi” gồm các chính 
sách, thủ tục, và sự tuân thủ. Yếu tố “Năng lực” trong ISC liên quan đến những khả năng, kỹ năng, 
kiến thức, và chuyên môn của nhân viên về IS, cho phép họ tuân thủ các chính sách và quy trình bảo 
mật của tổ chức. Nhận thức về an toàn thông tin (Information Security Awareness – ISAW) là một 
yếu tố quan trọng của ISC bởi ISAW đề cập đến mức độ mà nhân viên hiểu rõ tầm quan trọng của 
các chính sách, quy tắc và hướng dẫn IS của tổ chức. ISAW cũng được xem là mức độ mà nhân viên 
hành xử theo các chính sách, quy tắc và hướng dẫn về IS của tổ chức (Siponen, 2000). Theo 
Georgiadou và cộng sự (2021), nhận thức về chính sách, thủ tục và nhận thức về vai trò, trách nhiệm 
là hai thành tố của ISAW. Nhiều học giả cho rằng việc thiết lập ISC sẽ làm giảm các mối đe dọa nội 
bộ đối với an ninh thông tin, chẳng hạn như Alfawaz và cộng sự, 2010; Furnell và Rajendran,  2012; 
da Veiga, 2018; và da Veiga và cộng sự, 2020).  

2.1.2. Hệ thống thông tin kế toán (Accounting Information System – AIS) 

AIS là một hệ thống con được tích hợp thông tin từ các hệ thống con khác nhau của nó và truyền 
thông tin này đến các hệ thống con xử lý thông tin của tổ chức để hỗ trợ các nhà quản lý trong việc ra 
quyết định (Simkin và cộng sự, 2014). Ngày nay các AIS quan tâm nhiều đến các dữ liệu và thông tin 
tài chính và phi tài chính (Dandago & Rufai, 2014). Trong bối cảnh của thế giới số, nhiều doanh 
nghiệp phát triển AIS trên nền máy vi tính và sử dụng nhiều công cụ kế toán quản trị với sự hỗ trợ 
của ICTs.  

Bên cạnh những ưu việt của ICTs, những công nghệ này có thể tạo ra một môi trường không an 
toàn vì hiệu quả của chúng phụ thuộc rất nhiều vào cách chúng được thực hiện trong tổ chức (Alhogail 
& Mirza, 2014). Do đó, các khía cạnh kiểm soát và an toàn AIS ngày càng trở thành mối quan tâm 
của cả doanh nghiệp và cộng đồng khoa học (Almagtome và cộng sự, 2020). Nhân viên hiện tại được 
đánh giá là nguồn gây ra sự cố IS cao nhất, tiếp theo là những nhân viên cũ của tổ chức. Các vấn đề 
về IS thường liên quan đến sự bất cẩn hoặc lỗi của con người (Ponemon, 2018). Như vậy, các tổ chức 
đều có mong muốn phát triển các kỹ năng cần thiết cho nhân viên và thu hút sự quan tâm của họ vào 
quá trình thực hiện IS thông qua việc xây dựng và phát triển ISC (Ghafir và cộng sự, 2018).  

Các tổng quan nghiên cứu cho thấy phần lớn các nghiên cứu trước tập trung vào vấn đề IS nói 
chung. Trong khi, những tác động của ICTs đối với AIS ngày càng gia tăng và kéo theo các vấn đề 
về IS kế toán. Do đó, trong nghiên cứu này, nhóm tác giả chọn phạm vi nghiên cứu là IS cho các AIS 
được tin học hóa. 

2.2.  Mô hình hành vi thái độ nhận thức và Văn hoá an toàn thông tin 

Theo mô hình hành vi thái độ nhận thức (Knowledge-Attitude-Behavior – KAB), kiến thức, thái 
độ, và hành vi của con người có mối quan hệ với nhau. Kiến thức là sự hiểu biết của một người về 
một lĩnh vực cụ thể, có vai trò quan trọng tác động đến thái độ và hành vi của con người. Thái độ thể 
hiện nhận thức tích cực hoặc tiêu cực của cá nhân về việc thực hiện một hành vi. Hành vi là những 
hành động được thực hiện dựa trên kiến thức và thái độ. Nó phản ánh cách mà con người ứng dụng 
kiến thức và thái độ của mình vào thực tế (Schrader & Lawless, 2004). Dựa vào KAB, Parsons và 
cộng sự (2014) đã xác nhận khi kiến thức của nhân viên về IS tăng lên, thái độ của họ được cải thiện, 
dẫn đến ISB được cải thiện. 

Phát triển từ KAB, nhiều nghiên cứu đã chứng minh rằng các yếu tố của ISC có mối quan hệ với 
nhau. Cichowicz và cộng sự (2021) lập luận rằng có tồn tại mối quan hệ tích cực giữa nhận thức về 
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rủi ro mạng và ISB trong thế giới mạng. Nhận thức về an toàn mạng của nhân viên liên quan đến các 
sự cố an ninh mạng (Wang và cộng sự, 2022). Bằng cách tổ chức đào tạo nâng cao nhận thức, tác 
động của nó đến kiến thức, thái độ và hành vi của nhân viên đã được xác nhận (Sas và cộng sự, 2021). 
Theo Khando và cộng sự (2021), ISAW của nhân viên trở đã thành một trong những khía cạnh quan 
trọng của việc bảo vệ chống lại ISB không mong muốn. Bên cạnh đó, Parsons và cộng sự (2014) đã 
tìm thấy mối quan hệ tích cực giữa ISA và ISC. Nhân viên từ các tổ chức có ISC tốt có nhiều khả 
năng có kiến thức, thái độ và hành vi phù hợp với các chính sách và quy trình IS cần thiết để duy trì 
IS tốt trong tổ chức (D'Arcy & Greene, 2014).  

Kết hợp các nghiên cứu trên cùng với lý thuyết TRA và TAM, nhóm nghiên cứu giả định ISAW 
ảnh hưởng đến BI; từ đó, sẽ ảnh hưởng đến ISB của nhân viên trong AIS. Theo Ajzen (1991), ý định 
bao gồm các yếu tố động cơ ảnh hưởng đến hành vi, là dấu hiệu cho thấy một cá nhân sẵn sàng cố 
gắng đến mức nào, họ dự định nỗ lực đến mức nào để thực hiện hành vi. Trong bối cảnh này, chúng 
tôi định nghĩa BI là mức độ cố gắng hay nỗ lực của nhân viên để thực hiện ISB. Dựa trên các lập luận 
trên, nhóm tác giả phát triển giả thuyết: 

H1: ISAW có ảnh hưởng tích cực đến BI. 

Thái độ được hiểu là niềm tin liên quan đến hậu quả của hành vi, và chuẩn chủ quan hay ảnh 
hưởng của xã hội bao gồm niềm tin quy chuẩn và động lực tuân thủ (Fishbein & Ajzen, 1975). Thái 
độ đối với an toàn của nhân viên trong các cơ quan công quyền có ảnh hưởng đến ISB (Townsend III, 
2022). Hadlington và Murphy (2018) đã phát hiện thái độ về hành vi có liên quan tích cực đến các 
hoạt động an ninh mạng.  

Theo Sánchez-Caballé và cộng sự (2020), kiến thức của cá nhân là thông tin, sự hiểu biết và kỹ 
năng mà cá nhân đó đạt được thông qua giáo dục hoặc trải nghiệm. Ricci và cộng sự (2019) khẳng 
định, đào tạo để nâng cao năng lực IS là điều cần thiết đối với tất cả người dùng Internet để bảo vệ 
khỏi các hành vi lừa đảo và mất dữ liệu trực tuyến. Nghiên cứu gần đây của Yaokumah và cộng sự 
(2019) cho thấy tính hiệu quả của SETA bị ảnh hưởng bởi thái độ của nhân viên. Các học giả đã tiến 
hành các nghiên cứu tổng hợp lý thuyết và chứng thực những tác động khác nhau của thái độ, nhận 
thức, năng lực IS đến ISB trong nhiều bối cảnh khác nhau (Sulaiman và cộng sự, 2022). Theo KAB, 
kiến thức ảnh hưởng tích cực đến ISB. Bởi vì kiến thức là nền tảng cơ bản tạo ra năng lực (Westera, 
2001), năng lực IS được tạo ra từ các kiến thức về IS.  

Parsons và cộng sự (2014) đã nhận định ISC thông qua nhân viên có thể trở thành cơ chế bảo vệ 
mạnh mẽ nhất trước các mối đe dọa IS. Theo Warkentin và cộng sự (2016), sự tham gia liên tục của 
một cá nhân vào các hành vi bảo vệ an toàn là quan trọng trong việc đảm bảo IS. Ali và cộng sự 
(2021) xác nhận các thành phần trong ISC và một số yếu tố khác như các kỹ thuật ngăn chặn, hành vi 
quản lý, xung đột giá trị, căng thẳng liên quan đến an ninh, sự trung lập, động lực bên trong và bên 
ngoài, và sự bảo vệ đóng vai trò quan trọng đối với các ISB. Do đó, ISC hỗ trợ tăng cường kết quả 
hoạt động của tổ chức. Trong nghiên cứu này, nhóm tác giả kết hợp lý thuyết TRA, TAM, KAB và 
các nghiên cứu trước để phát triển các giả thuyết: 

H2: Thái độ an toàn thông tin (ISA) có ảnh hưởng tích cực đến BI. 

H3: Năng lực IS có ảnh hưởng tích cực đến BI. 

Theo lý thuyết nguồn lực (RBV), ISC được xem là một nguồn lực duy nhất, đặc biệt của một 
doanh nghiệp. RBV cho rằng khả năng cạnh tranh vững chắc đến từ các tài sản hữu hình và vô hình 
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độc đáo có giá trị, khan hiếm, không thể bắt chước hoàn toàn và bền vững (Peteraf, 1993). Nhiều học 
giả đồng tình ISC là một tài sản đặc biệt của tổ chức (Georgiadou và cộng sự, 2021; Gioulekas và 
cộng sự, 2022). Dựa vào các lý thuyết hành vi, các nghiên cứu trước đây về mối quan hệ giữa thái độ 
IS và ISB đã được xác nhận (Sas và cộng sự, 2021; Wang và cộng sự, 2022). Kết hợp KAB và công 
trình nghiên cứu của một số học giả như Ricci và cộng sự (2019) và Sulaiman và cộng sự (2022), 
năng lực IS có tác động đến ISB. Như vậy, dựa trên sự kết hợp của KAB, RBV, các lý thuyết hành vi 
và một số nghiên cứu, nhóm tác giả phát triển các giả thuyết: 

H4: BI có ảnh hưởng tích cực đến ISB. 

H5: ISA có ảnh hưởng tích cực đến ISB. 

H6: Năng lực IS có ảnh hưởng tích cực đến ISB. 

2.3. Vai trò điều tiết của kinh nghiệm  

Theo Haeussinger và Kranz (2013), những trải nghiệm tiêu cực trước đây với các sự cố IS khiến 
ISAW của nhân viên được cải thiện. Hwang và cộng sự (2019) cũng xác nhận mối liên hệ giữa kinh 
nghiệm trong quá khứ về IS và ISAW của nhân viên. ISAW không chỉ là nhận thức có ý thức về các 
kích thích trong trải nghiệm hiện tại mà còn là sự xuất hiện của quá khứ, hiện tại và tương lai (Khando 
và cộng sự, 2021). Humaidi và Balakrishnan (2015) đã chỉ ra kinh nghiệm làm việc của nhân viên y 
tế tạo ra tác động điều tiết đối với hành vi tuân thủ chính sách IS thông tin y tế. Do đó, kinh nghiệm 
của về IS trong quá khứ và hiện tại sẽ đóng góp cho ISB.  

Trong mô hình TAM3, yếu tố kinh nghiệm của người sử dụng hệ thống đóng vai trò điều tiết cho 
nhiều mối quan hệ như: chuẩn chủ quan, sự lo sợ về máy tính, cảm nhận về tính hữu ích, cảm nhận 
về tính dễ sử dụng… với ý định hành vi chấp nhận công nghệ (Venkatesh & Bala, 2008). Trong tình 
huống này, dựa vào một số nghiên cứu thực nghiệm nhận định về tác động của kinh nghiệm đến hành 
vi chấp nhận công nghệ (McFarland & Hamilton, 2006; Poon, 2008), các nghiên cứu về tác động của 
kinh nghiệm đến một số yếu tố của ISC và TAM3, nhóm tác giả phát triển giả thuyết: 

H7: Kinh nghiệm về IS điều tiết tác động của BI đến ISB. 

Trong nghiên cứu này, chúng tôi dự đoán ISB là khác biệt theo quy mô doanh nghiệp, do đó, để 
loại bỏ tác động gây nhiễu của quy mô đến ISB (nếu có), quy mô được xem là biến kiểm soát (Huzaizi 
và cộng sự, 2021). Theo Gioulekas và cộng sự (2022), các tổ chức hoạt động trong các lĩnh vực khác 
nhau có thể sẽ có ISB khác biệt, vì vậy, lĩnh vực cũng được xem là biến kiểm soát. 
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Hình 1. Mô hình nghiên cứu 

3. Phương pháp nghiên cứu  

3.1. Đo lường 

Nghiên cứu này chấp nhận thang đo từ các nghiên cứu trước có điều chỉnh cho phù hợp với bối 
cảnh nghiên cứu trong AIS. Các đối tượng tham gia khảo sát được yêu cầu cho biết mức độ đồng ý 
theo thang đo Likert 7 điểm, từ 1 (hoàn toàn không đồng ý/ hoàn toàn không có) đến 7 (hoàn toàn 
đồng ý/ hoàn toàn không có). ISA, ISAW, năng lực IS (ISCO), và ISB được đo lường theo đề xuất 
của Georgiadou và cộng sự (2021). ISA gồm ba thành phần đo lường: thái độ, hồ sơ, và sự hài lòng 
của nhân viên. ISAW gồm nhận thức về các chính sách và thủ tục và nhận thức về vai trò và trách 
nhiệm của mỗi nhân viên trong tổ chức. ISCO được thể hiện qua năng lực của nhân viên, các đánh 
giá kỹ năng IS, và việc hoàn thành đào tạo và đánh giá nhân viên. ISB được thể hiện qua các cấu trúc 
gồm sự tuân thủ các chính sách, thủ tục IS và bảo mật thông tin của nhân viên. BI gồm 3 biến quan 
sát được kế thừa từ Venkatesh and Bala (2008).  

3.2. Mẫu nghiên cứu 

Dữ liệu được thu thập trực tuyến từ các đối tượng là các nhà quản trị, kế toán viên, kiểm toán viên, 
nhân viên CNTT/IS là các đối tượng thực hiện công việc liên quan đến IS kế toán. Phương pháp chọn 
mẫu phi xác suất và thuận tiện được lựa chọn áp dụng với số lượng mẫu là 181. Bảng 1 cho thấy mẫu 
nghiên cứu có sự đa dạng đặc điểm nhân chủng học của người tham gia khảo sát, do đó, các dữ liệu 
thu thập là phù hợp cho mục tiêu nghiên cứu.  
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Bảng 1.  
Thống kê mô tả mẫu nghiên cứu 

 
Số lượng Tỷ lệ (%) 

Lĩnh vực hoạt động 
  

Sản xuất; sản xuất – thương mại; sản xuất – thương mại - dịch vụ 56 30,9% 

Thương mại, Dịch vụ 95 52,5% 

Xây dựng 11 6,1% 

Khác 19 10,5% 

Vị trí công tác 
  

Trưởng/Phó đơn vị 21 11,6% 

Kế toán trưởng 32 17,7% 

Kế toán viên/ kiểm soát viên/ kiểm toán viên 83 45,9% 

Quản lý các bộ phận 23 12,7% 

Nhân viên công nghệ thông tin/ an toàn thông tin  22 12,1% 

Kinh nghiệm về IS 
  

<2 năm  41 22,6% 

2–5 năm 72 39,8% 

5–10 năm 44 24,3% 

>10 năm 24 13,3% 

Số năm công tác  
  

<2 năm 37 20,4% 

2–5 năm 63 34,8% 

5– 10 năm 41 22,7% 

>10 năm 40 22,1% 

Tổng  181 100,0% 

 
Một số phân tích được bổ sung để làm tăng độ tin cậy của dữ liệu như đánh giá hiện tượng chệch 

do không phản hồi và tính vững chắc của dữ liệu (Armstrong & Overton, 1977). Phần mềm SmartPLS 
được sử dụng và quy trình phân tích được thực hiện theo đề xuất của Hair và cộng sự (2016). Đầu 
tiên, kiểm định mô hình đo lường để đánh giá giá trị của thang đo, sau đó là kiểm định mô hình cấu 
trúc để xác định mối quan hệ giữa các cấu trúc. Bên cạnh đó, phân tích post-hoc nhằm bổ sung độ tin 
cậy và giá trị của nghiên cứu cũng được thực hiện nhằm làm gia tăng giá trị của kết quả nghiên cứu. 
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4. Kết quả nghiên cứu  

4.1.  Đánh giá hiện tượng chệch do không phản hồi (Nonresponse Bias Test – NBT) và tính 

vững chắc của dữ liệu 

Kiểm tra NBT có thể xảy ra thông qua thử nghiệm t-test. Các câu trả lời khảo sát được chia thành 
2 phần gồm những người trả lời sớm và muộn và sự khác biệt trong các biến số nghiên cứu và nhân 
khẩu học (Armstrong & Overton, 1977). Kết quả phân tích cho thấy không có sự khác biệt trung bình 
có ý nghĩa thống kê giữa các nhóm; do đó, việc không phản hồi không làm sai lệch kết quả của  
nghiên cứu. 

Giá trị Variance Inflation Factor – VIF được sử dụng để kiểm tra sai lệch do phương pháp 
(Common Method Variance – CMV) trong phân tích PLS (Kock, 2015). Tất cả các chỉ số VIF đều 
thấp hơn ngưỡng chấp nhận là 3,3; do đó, CMV không tồn tại. Kỹ thuật FIMIX-PLS được vận dụng 
để kiểm tra tính không đồng nhất không quan sát được của mẫu nghiên cứu (Hair và cộng sự, 2017). 
Phân tích FIMIX-PLS dừng lại ở phân khúc thứ 2 do R2 của phân khúc thứ 3 quá nhỏ (R2 = 0,092) 
thấp hơn ngưỡng của phân khúc hợp lý là 25%. Các tiêu chí đều cao nhất ở phân khúc thứ 1 so với 
phân khúc thứ 2. Những kết quả này đã chỉ ra tính không đồng nhất không quan sát không xuất hiện 
trong dữ liệu nghiên cứu. 

4.2.  Đánh giá mô hình đo lường 

Giá trị của các biến quan sát được đánh giá qua độ tin cậy nhất quán nội tại, giá trị hội tụ, và giá 
trị phân biệt. Kết quả phân tích lần thứ nhất đã loại 2 biến bao gồm: (1) lo lắng khi báo cáo một cuộc 
tấn công mạng cho cơ quan thực thi pháp luật vì điều đó có thể gây tổn hại đến danh tiếng của tổ 
chức, thuộc khái niệm ISA, và (2) hành vi bảo mật, thuộc khái niệm ISB; do hệ số tải thấp hơn 0,7 
(Hair và cộng sự, 2016). Sau khi loại 2 biến này, các biến quan sát còn lại đều đảm bảo yêu cầu. Bảng 
2 cho thấy tất cả các cấu trúc đều có hệ số Cronbach’s Alpha (CA) trên ngưỡng 0,6 và độ tin cậy tổng 
hợp (Composite Reliability – CR) cao hơn 0,7. Kết quả khẳng định tính nhất quán nội tại của các 
thang đo cao. Phương sai trung bình được trích xuất (Average Variance Extracted – AVE) của mỗi 
cấu trúc đều vượt 0,5 (Fornell & Larcker, 1981); và hệ số tải của các cấu trúc đều lớn hơn 0,7 vì vậy 
giá trị hội tụ của các cấu trúc là đạt được. Giá trị phân biệt của các thang đo đạt được khi Heterotrait-
Monotrait Ratio (HTMT) nhỏ hơn 1; do đó, thang đo trong nghiên cứu này đã đạt giá trị phân biệt 
(Henseler và cộng sự, 2016). 

Bảng 2.  
Kết quả đánh giá mô hình đo lường 

Cấu trúc Trung bình Độ lệch chuẩn Hệ số tải CA CR AVE VIF 

BI 5,643 1,336 (0,879;  0,936) 0,894 0,934 0,825 2,229 

ISA 5,208 1,574 (0,859; 1,000) 0,637 0,757 0,354 1,586 

ISAW 5,321 1,345 (0,853;  0,897) 0,796 0,799 0,621 1,977 

ISB 5,110 1,665 (0,878;  0,918) 0,763 0,781 0,807 – 

ISCO 5,140 1,459 (0,912; 1,000) 0,855 0,858 0,776 1,939 
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4.3.  Đánh giá mô hình cấu trúc 

Kỹ thuật bootstrapping với 5.000 mẫu lặp lại được sử dụng để ước tính độ lớn và tầm quan trọng 
của các hệ số đường dẫn (β) ở mức độ tin cậy 95%. Kết quả ở Bảng 3 cho thấy BI bị tác động đáng 
kể bởi ISAW và ISCO với p < 0,05. Trong đó, ISCO tác động đến BI mạnh hơn so với ISAW với hệ 
số đường dẫn lần lượt là 0,376 và 0,329. Kết quả này xác nhận giả thuyết H1 và H3 được chấp nhận. 
Tuy nhiên, ISA không tác động đến BI với p = 0,548; do đó, giả thuyết H2 bị từ chối. Với sự tác động 
của biến ngoại sinh, hệ số biến thiên của BI đạt được ở mức tương đối cao (R2 là 46%).  

Sự biến thiên của ISB được xác định bởi các biến trong mô hình nghiên cứu ở mức khá với R2 là 
39,7%. ISB bị ảnh hưởng mạnh nhất bởi BI với β = 0,384 và p = 0,000. ISCO cũng được xác nhận 
tác động đến ISB nhưng ở mức thấp hơn với β = 0,276 và p = 0,008; khẳng định giả thuyết H4 và H6 
được chấp nhận. Tuy nhiên, sự tác động của ISA đến ISB bị loại bỏ (giả thuyết H5) với p = 0,340. Hai 
biến kiểm soát gồm lĩnh vực hoạt động và quy mô hoạt động của đơn vị cũng bị loại bỏ với p > 0,05.  

Kết quả phân tích vai trò điều tiết của kinh nghiệm bằng phương pháp hai bước (Hair và cộng sự, 
2017) cho thấy kinh nghiệm đóng vai trò là biến điều tiết trong mối quan hệ giữa BI và ISB với p = 
0,047 (giả thuyết H7 được chấp nhận). Với β = 0,131 cho thấy kinh nghiệm tác động lên mối quan hệ 
giữa BI và ISB ở mức độ trung bình. Mức tác động đơn lẻ của BI đến ISB là 0,384 và khi có tác động 
của biến điều tiết làm cho sự tác động của BI đến ISB tăng lên đạt 0,515. 

Bảng 3.  
Kết quả đánh giá mô hình cấu trúc 

Giả 
thuyết 

  R2 Q2 f2 Hệ số 
đường 
dẫn (β) 

p-value Kết luận 

 BI 0,460 0,364     

H1 ISAW è BI   0,102 0,329 0,001* Chấp nhận 

H2 ISA è BI   0,005 0,068 0,548 Bác bỏ 

H3 ISCO è BI   0,153 0,376 0,002* Chấp nhận 

 ISB 0,397 0,286 
   

 

H4 BI è ISB 
  

0,109 0,384 0,000* Chấp nhận 

H5 ISA è ISB 
  

0,006 0,078 0,340 Bác bỏ 

H6 ISCO è ISB 
  

0,065 0,276 0,008* Chấp nhận 

H7 Kinh nghiệm è ISB   0,017 0,131 0,047 Chấp nhận 

 Lĩnh vực hoạt động è ISB   0,005 –0,054 0,309 Bác bỏ 

 Quy mô hoạt động è ISB 
  

0,019 –0,113 0,140 Bác bỏ 

Ghi chú: * mức ý nghĩa thống kê 1%  
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4.4. Phân tích vai trò trung gian 

Kết quả phân tích ở Bảng 4 cho thấy ISA không tác động trực tiếp và gián tiếp đến ISB với p > 
0,05; do đó, BI không đóng vai trò là trung gian trong mối quan hệ giữa ISA và ISB. ISCO tác động 
trực tiếp đến ISB và tác động gián tiếp đến ISB thông qua BI. Kết quả khẳng định BI là biến trung 
gian bổ sung trong mối quan hệ giữa ISCO và ISB. 

Bảng 4.  
Kết quả phân tích biến trung gian 

 
Tác động trực tiếp Tác động gián tiếp 

  
Hệ số 
đường 
dẫn (β) 

p-value Mức ý nghĩa (Sig.) 
Hệ số 
đường 
dẫn (β) 

p-value Mức ý nghĩa (Sig.) 

ISA è BI è ISB 0,078 0,340 Không 0,026 0,590 Không 

ISCO è BI è ISB 0,276 0,008 Có 0,144 0,038 Có 

 

4.5. Phân tích post – hoc 

Theo kết quả ở Bảng 3, Q2 của BI và ISB lớn hơn ngưỡng loại trừ là 0, do đó, có thể kết luận BI 
và ISB được dự đoán ở mức độ cao trong mô hình. Giá trị f2 được vận dụng để đánh giá ảnh hưởng 
của quy mô của từng cấu trúc riêng lẻ với giá trị ngưỡng 0,02; 0,15; và 0,35 tương ứng mức độ tác 
động lần lượt nhỏ, trung bình và lớn (Hair và cộng sự, 2016). ISCO và ISAW có f2 ở mức trung bình 
cho thấy chúng có tác động đến BI. Tuy nhiên, f2 của ISA rất nhỏ chứng tỏ ISA hầu như không tác 
động đến BI. Đối với ISB, f2 của BI ở mức độ trung bình và ISCO ở mức thấp khẳng định 2 biến này 
có tác động đến ISB. Các biến ISA, lĩnh vực hoạt động, và quy mô hoạt động có f2 không đáng kể, vì 
vậy, các biến này hầu như không tác động đến ISB. Kinh nghiệm cũng tác động ở mức tương đối 
thấp. Bảng 2 cho thấy VIF của các biến độc lập thấp hơn ngưỡng loại trừ là 5. Số liệu này cho thấy 
hiện tượng đa cộng tuyến không tồn tại giữa các biến độc lập (Hair và cộng sự, 2016). 

5. Thảo luận  

Kết quả phân tích PLS cho thấy năng lực IS và ISAW ảnh hưởng đáng kể đến BI trong AIS. Cùng 
với nhau, chúng tạo nên ISC hiệu quả cho doanh nghiệp. Kết quả này phù hợp với các lý thuyết gồm 
KAB, TRA và TAM. Wang và cộng sự (2022) cũng khẳng định việc đánh giá ISA của người dùng là 
điều cần thiết để bảo vệ các hệ thống kiểm soát công khỏi các cuộc tấn công kỹ thuật mang tính xã 
hội, với đối tượng mục tiêu là người sử dụng hệ thống. Những khám phá này cũng xác nhận các kết 
quả tương tự trong các nghiên cứu trước (Parsons và cộng sự, 2014; Cichowicz và cộng sự, 2021). 

Trong bối cảnh Việt Nam, nghiên cứu đã cung cấp các bằng chứng thực nghiệm về tác động của 
nhận thức, năng lực IS đến ISB trong AIS, khẳng định ISC thực sự là một nguồn lực khan hiếm của 
tổ chức, phù hợp với RBV. Kết quả này là phù hợp với kết luận của Sulaiman và cộng sự (2022). 
Parsons và cộng sự (2014) đã cung cấp các bằng chứng để xác nhận nếu nhân viên tuân theo các quy 
tắc và quy định an toàn, nó sẽ giúp tăng cường IS. Ngoài ra, Warkentin và cộng sự (2016) kết luận 
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ISC là một thành phần đa hướng có vai trò quan trọng trong ngăn chặn và phát hiện các hành vi gây 
mất IS hay nguy hại cho hệ thống thông tin của tổ chức. Chúng tôi cũng tìm thấy sự tương đồng trong 
kết quả nghiên cứu này với Gioulekas và cộng sự (2022). 

Khám phá thú vị của nghiên cứu này là đã chứng minh vai trò điều tiết của kinh nghiệm của nhân 
viên cho tác động của BI đến ISB. Các nghiên cứu trước (Hwang và cộng sự, 2019; Khando và cộng 
sự, 2021) đã chứng minh tác động của kinh nghiệm đến ISB.  

Trái với các giả thuyết ban đầu, những phân tích PLS cho thấy thái độ không ảnh hưởng trực tiếp 
đến BI và ISB. Kết quả này không tương đồng với khám phá của Townsend III (2022). Tuy nhiên, 
Sas và cộng sự (2021) đã kết luận tương tự không chứng thực về tác động của thái độ đối với ISB.  

6. Kết luận và hàm ý quản trị 

6.1. Kết luận 

Trong bối cảnh nguy cơ về IS, đặc biệt thông tin kế toán ngày càng trở thành mối quan tâm của 
các doanh nghiệp, nghiên cứu này quan tâm đến các khía cạnh của ISC và mối quan hệ của chúng 
trong AIS. Kết quả cho thấy các yếu tố của ISC có quan hệ mật thiết với nhau. ISAW và năng lực IS 
của nhân viên là hai cấu trúc ảnh hưởng mạnh đến BI trong AIS. Nghiên cứu này cũng xác nhận tầm 
quan trọng của các cấu trúc trong ISC đối với ISB. Cuối cùng, các bằng chứng thực nghiệm đã chứng 
minh tác động điều tiết của kinh nghiệm đối với tác động của BI đến ISB. Từ các kết quả nghiên cứu, 
chúng tôi đã phát triển những hàm ý quản trị đối với các nhà quản trị nhằm đạt được các mục tiêu IS 
kế toán. Nghiên cứu này cũng tồn tại một số hạn chế bao gồm:  

- Thứ nhất, do phạm vi của nghiên cứu chỉ tập trung vào tác động của các cấu trúc trong ISC, do 
đó, khả năng giải thích cho ISB đang đạt ở mức độ trung bình. Các nghiên cứu sau nên bổ sung các 
cấu trúc có ảnh hưởng đến ISB.  

- Thứ hai, mẫu nghiên cứu mặc dù khá đa dạng và cỡ mẫu cũng đảm bảo yêu cầu phân tích dữ 
liệu theo PLS; tuy nhiên, để tăng khả năng đại diện cho tổng thể, các nhà nghiên cứu nên mở rộng cỡ 
mẫu cũng như các đối tượng khảo sát. Các nghiên cứu tương lai có thể mở rộng phạm vi nghiên cứu 
trên các hệ thống thông tin con khác.  

6.2. Hàm ý quản trị  

Kết quả nghiên cứu hỗ trợ nhà quản trị hiểu biết rõ hơn về ISC và mối quan hệ giữa các yếu tố 
của nó trong AIS, từ đó, xây dựng các chiến lược phát triển và thay đổi ISC. Để cải thiện ISB, nhà 
quản trị cần chú trọng nâng cao nhận thức và năng lực về IS các nhân viên. Hiện tại, nhận thức, năng 
lực và BI của các nhân viên tại các doanh nghiệp Việt Nam chỉ ở mức trung bình khá với mức đánh 
giá 5/7 điểm. Do đó, các doanh nghiệp cần cải thiện các yếu tố này nhằm gia tăng ISB. Các nhà quản 
lý cũng cần chú trọng xây dựng ISC cụ thể, thống nhất và truyền thông rõ ràng các chính sách, và ISC 
đến toàn thể nhân viên để họ có thể hiểu biết và nhận thức được chính xác các chiến lược phát triển 
ISC của doanh nghiệp; và từ đó thực hiện đúng chiến lược. Doanh nghiệp cũng cần làm cho nhân viên 
nhận thức rõ được trách nhiệm và vai trò của mình về các hoạt động liên quan đến IS. Kinh nghiệm 
về ISC đóng vai trò điều tiết trong mối quan hệ giữa BI và ISB, do đó, các nhà quản lý nên chú trọng 
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vào công tác đào tạo, huấn luyện về IS để nâng cao trình độ, kinh nghiệm của nhân viên về IS kế toán 
giúp giảm thiểu các lỗi sai và các rủi ro liên quan đến IS. 
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Nghiên cứu này được tài trợ bởi Đại học Kinh tế Thành phố Hồ Chí Minh trong khuôn khổ của đề tài 
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